Why disclose? Understanding users’ self-disclosure on hospitality and tourism social networking sites
Abstract
Despite the proven link between user-generated content and the popularity of tourist destinations, research has left relatively unexamined the drivers of members’ self-disclosure on hospitality and tourism social networking sites (SNSs). Such work is important, because studies report that members of hospitality and tourism SNSs update their personal information and interact with other members significantly less than members of more traditional social media platforms. Accordingly, we draw on social exchange theory and self-regulatory theory to develop a theoretical model that connects perceived benefits and costs to self-disclosure in tourism. We add nuance to our model by examining whether these relationships differ across promotions vs. prevention-focused individuals. The model was empirically tested using structural equation modelling with data gathered from 509 members of two popular Chinese hospitality and tourism SNSs. The findings indicate that while reciprocity, popularity, self-presentation, security, and anonymity positively influence users’ self-disclosure on SNSs, privacy risk has a negative influence. Our findings also show differences across members who are promotion versus prevention focused. This study contributes to the existing literature by proposing a holistic model of self-disclosure on social networking sites.
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Introduction
Self-disclosure is central to the success of hospitality and tourism social networking sites (SNSs), where sharing personal travel experiences informs and inspires others. Unlike general platforms such as Facebook, Instagram, or X, which often foster broad but superficial interactions, tourism-specific SNSs like TripAdvisor, Qyer, and Mafengwo emphasize detailed narratives about destinations, services, and experiences. These platforms thrive on user-generated content (UGC), including travel stories, ratings, images, and recommendations, that build communal trust and enhance destination popularity (Ana, 2019; Cai et al., 2024; Zhang, 2016). Qyer and Mafengwo, for example, cater to Chinese-speaking travelers by offering structured itineraries, reviews, Q&A forums, and destination-specific travelogues. Users frequently disclose details about costs, accommodations, dining, and activities, creating a rich archive of peer-generated travel knowledge. In contrast to platforms like Instagram or Facebook that prioritize personal identity and social connection, tourism SNSs are utilitarian, designed to support trip planning and peer guidance through experiential disclosures.
Self-disclosure on SNSs refers to the act of revealing personally relevant or experience-based information in an online public or semi-public setting. It can vary in amount (how much is shared), depth (how intimate the content is), valence (positive or negative tone), honesty, and intent (Zhang et al., 2019). On hospitality and tourism SNSs, self-disclosure typically includes experiential details such as itineraries, budget tips, local transportation experiences, preferences (e.g., “I loved the vegan options in Bali”), emotional reflections (e.g., “Traveling alone in Tokyo helped me reconnect with myself”), or frustrations (e.g., “Avoid this hotel — worst check-in experience ever”). While this information may not always reveal direct identifiers (such as name or contact details), the cumulative nature of such posts can offer indirect cues about a person’s behavioral patterns, routines, and values, such as solo travel preferences, dietary restrictions, cultural interests, or frequency of international travel. Importantly, self-disclosure in this context does not require revealing identity in an explicit sense. However, even when users remain anonymous or use pseudonyms, consistent patterns across disclosures such as specific neighborhood reviews, emotional tone, or niche itinerary choices, may create a sense of psychological exposure, social visibility, or vulnerability to profiling. For example, someone repeatedly posting about wellness retreats in Southeast Asia, traveling solo, or avoiding nightlife can become legible to other users and platforms, even without sharing their name or real-time location. These trade-offs highlight a unique characteristic of tourism SNSs: users must balance the informational utility of sharing with the perceived risks of unintended exposure. While authentic and detailed disclosures enhance trust and peer engagement (Steils et al., 2022), overly specific or real-time posts may lead to discomfort, reduced engagement, or even safety concerns. This duality underscores the importance of examining both the benefits and perceived costs of self-disclosure on these platforms (Polites et al., 2018; Kroll & Stieglitz, 2021).
Despite increasing attention to self-disclosure in digital contexts, research has largely focused on general SNSs (e.g., Liu & Park, 2015; Misoch, 2015), leaving the tourism-specific context underexplored. This is problematic because motivations for sharing travel-related content differ significantly from those driving interpersonal updates on general platforms. Tourism-related self-disclosure often serves informational and community-building purposes rather than merely social connection. Furthermore, hospitality and tourism SNSs typically involve episodic interactions among users who may not know each other personally, raising different stakes for privacy and disclosure than in family-or friend-based platforms like Facebook or WeChat (Zhou et al., 2020).
Prior research on self-disclosure has examined factors such as psychological traits, trust, or perceived control (Gabisch & Milne, 2013; Zlatolas et al., 2015) but has not sufficiently accounted for the simultaneous roles of perceived benefits and costs in travel-specific SNS environments. Social Exchange Theory (SET) provides a compelling lens to examine this trade-off. According to SET, users engage in information exchange when they perceive the benefits (e.g., social recognition, reciprocity, relational value) to outweigh the risks (e.g., privacy concerns, data misuse) (Caci et al., 2019; Huang et al., 2018). In the context of tourism SNSs, this cost–benefit calculus is especially pronounced because sharing personal experiences can significantly shape other users’ behavior, and the disclosures are often publicly archived.
Yet individual users differ in how they perceive these trade-offs. Drawing on Regulatory Focus Theory (Higgins, 1998), we argue that users' motivations for disclosure are influenced by their goal orientations. Promotion-focused users are motivated by hopes, achievements, and positive outcomes, and may view self-disclosure to enhance self-image and build social capital. In contrast, prevention-focused users are driven by obligations, security, and avoidance of negative outcomes, and may be more sensitive to the potential risks of sharing (Krishen et al., 2019; Kirmani & Zhu, 2007). These motivational orientations shape how users evaluate both the benefits and costs of disclosure on tourism SNSs.
This study fills a critical gap by developing and empirically testing a holistic model of self-disclosure on hospitality and tourism SNSs that integrates Social Exchange Theory and Regulatory Focus Theory. We propose that perceived benefits, such as reciprocity, popularity, self-presentation, and relationship building, positively influence self-disclosure. In contrast, perceived costs, such as privacy risk, security concerns, and anonymity, can inhibit or facilitate disclosure depending on their framing. Importantly, we examine how these relationships differ across promotion- and prevention-focused individuals.
To address this, we pose two key research questions: (i) What is the impact of perceived benefits and perceived costs on individuals’ self-disclosure on hospitality and tourism SNSs? And (ii) How does regulatory focus (promotion vs. prevention) moderate the relationship between perceived benefits/costs and self-disclosure? By addressing these questions, we contribute to theory and practice in three ways. First, we extend the application of SET to experiential platforms where users are not directly transacting but engaging through knowledge sharing. Second, we demonstrate how users’ motivational orientations shape disclosure behavior, enriching the literature on regulatory focus in digital contexts. Finally, our findings provide actionable insights for tourism platform managers to design more inclusive, trust-enhancing environments that accommodate diverse disclosure preferences and privacy concerns.
Literature Review
Self-Disclosure on Social Networking Sites: Concepts and Dimensions
Self-disclosure refers to individuals sharing personal information online, including personal states, past experiences, and future intentions (Nabity-Grover et al., 2022; Chen, 2013). Scholars have examined various antecedents of self-disclosure on SNSs, identifying psychological and social drivers such as attitudes toward user-generated content (Fu et al., 2024), consumer socialization needs (Zhou et al., 2020), trust and privacy perceptions (Zlatolas et al., 2015), perceived rewards and safety cues (Gabisch & Milne, 2013), and social influence mechanisms like norms and self-efficacy (Mansur et al., 2023; Posey et al., 2010). Demographic characteristics, including gender and age, have also been shown to affect disclosure patterns (Khan et al., 2023). While these studies have advanced our understanding of what encourages users to disclose on general SNSs, they often treat these factors in isolation and lack integration into a broader theoretical framework, particularly in tourism-specific contexts.
To operationalize self-disclosure, this study draws on Zhang et al. (2019) and Huang (2016), who conceptualize it as a multidimensional construct comprising amount (frequency of disclosures), depth (intimacy of information shared), honesty (accuracy), intent (consciousness behind disclosure), and valence (positive vs. negative tone). This five-dimensional framework provides a holistic lens to assess disclosure behavior beyond simple frequency or content type (Nabity-Grover et al., 2022). In the context of tourism SNSs, these dimensions manifest uniquely: for instance, depth might refer to sharing personal stories from a recent trip; intent may reflect whether the user aims to inform, inspire, or warn others; and honesty and valence may impact how trustworthy or influential the content appears to other users (Wang and Luo, 2025).
The current study adopts this framework while positioning these disclosure dimensions as outcomes shaped by users’ cost–benefit assessments, grounded in Social Exchange Theory. Specifically, the study examines how users’ perceptions of reciprocity, popularity, and self-presentation (benefits), as well as privacy risk, security concerns, and anonymity (costs), influence the extent and form of their self-disclosure across these five dimensions.
Theoretical Framework: Social Exchange and Self-Regulatory Theories
To explore why users self-disclose on SNSs, this study examines both perceived benefits (reciprocity, popularity, self-presentation, and relationship building) and perceived costs (privacy risks, security concerns, and SNS anonymity). SET explains this behavior, as it suggests that individuals engage in exchanges expecting to receive something in return (Homans, 1958; Blau, 1964). This foundational perspective has been widely applied in digital contexts (e.g., Huang et al., 2018; Lee, 2024) to understand how perceived social benefits and relational rewards influence user behavior online. According to SET, people assess the costs and benefits, deciding to share personal information if the benefits outweigh the potential risks (Caci et al., 2019; Ghafari et al., 2018). In digital contexts, these exchanges often hinge on intangible benefits, such as reciprocal disclosure from others, which can drive user engagement despite concerns about privacy (Liu et al., 2016; Chen et al., 2017; Leong et al., 2023).
Self-regulatory theory provides additional insight into how goals shape self-disclosure behaviors. This theory differentiates between promotion-focused and prevention-focused orientations, which influence how individuals pursue their goals (Higgins, 1998; Bryant, 2009). Promotion-focused individuals are motivated by aspirations and the desire to achieve positive outcomes, such as self-expression and relationship building. In contrast, prevention-focused individuals prioritize safety and security, avoid negative outcomes, and align their behavior with social expectations (Bryant, 2009). Research has shown that promotion-focused individuals are drawn to interactive and engaging experiences on social networks, valuing connections and shared emotional content (Krishen et al., 2019), while prevention-focused individuals emphasize functional and utilitarian aspects, seeking to minimize risks (Zarouali et al., 2019). These distinctions are critical to understanding how users approach self-disclosure on SNSs.
Integrating Social Exchange and Self-Regulatory Theories
Combining SET and self-regulatory theory allows for a comprehensive examination of self-disclosure behaviours on tourism-related SNSs. SET explains how users weigh perceived benefits (e.g., popularity, relationship building) against perceived costs (e.g., privacy risks), while self-regulatory theory helps clarify how individual motivations influence these assessments. Promotion-focused users are more likely to engage in self-disclosure when they perceive benefits such as social connectivity and reciprocal sharing. Conversely, prevention-focused users are more cautious, carefully considering privacy concerns and the risks associated with sharing information online (Bryant, 2009).
The present study integrates these two theories to propose a model (see Figure 1) that examines self-disclosure on tourism-related SNSs as a behavior influenced by both cost-benefit assessments and regulatory focus. By adopting this integrated approach, the model highlights the cognitive processes that users undergo when deciding whether to self-disclose, offering a nuanced view of how perceived benefits, perceived costs, and individual goal orientations shape self-disclosure behavior. Previous research has indicated that in social networking communities, users engage in self-disclosure primarily when the intangible benefits (such as emotional connection and sense of belonging) outweigh the perceived risks (Chen et al., 2017; Liu et al., 2016). Similarly, promotion-focused users are likely to engage when the benefits align with their goals, while prevention-focused users are more selective, driven by security and privacy concerns.
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Figure 1: Theoretical Framework
Perceived Benefits - Reciprocity, Popularity, Self-Presentation, and Relationship Building
Hospitality and tourism SNSs differ from general-purpose social platforms because they are goal-directed, episodic, and experience-driven. In such environments, motivations for disclosure may be shaped less by ongoing social connections and more by informational utility and communal knowledge sharing. Therefore, while certain relationships such as reciprocity or popularity have been previously validated in general SNS contexts, their functioning in tourism-focused, semi-anonymous, and transactional spaces remains underexplored. Our model re-examines these variables in a domain-specific environment to test whether the same drivers hold, or behave differently, when users contribute travel-related content with both informational and social value.
Reciprocity is a foundational element in social exchanges and refers to the mutual expectation of information sharing or supportive behavior in return (Posey et al., 2010). On hospitality and tourism SNSs, users may feel encouraged to disclose information when they perceive others are also contributing helpful or personal experiences (Kankanhalli et al., 2005; Utz, 2015). This sense of mutual exchange increases the perceived value of the platform and promotes a cooperative environment. Prior studies have found that reciprocity fosters disclosure in online communities (Posey et al., 2010), conversational interfaces (Lee & Choi, 2017), and peer-to-peer communication (Kashian et al., 2017). However, hospitality SNSs differ from community-focused platforms in that contributors are often unknown to each other, and disclosure is more episodic than relational. By testing reciprocity in this context, we assess whether peer-driven contribution norms translate into functional behavior when relational stakes are low. Accordingly, we propose:
H1: Perceived reciprocity has a significantly positive impact on users’ self-disclosure on hospitality and tourism SNSs.

Popularity is a prominent motivational factor for individuals on SNS platforms (Lai & Yang, 2015). According to Nardi et al. (2004), an individual’s popularity, reflected in perceived visibility, social recognition, or number of connections, can shape their desire to participate actively in online communities. Prior studies have found that users who seek to enhance their social status or visibility are more likely to engage in self-disclosure (Christofides et al., 2012; Zywica & Danowski, 2008). In generic SNSs, popularity is often driven by identity and relationship-based networks. However, in tourism SNSs, users may pursue popularity through informational contributions, e.g., travel tips or well-received reviews, rather than social charisma. Our study tests whether visibility-oriented motives continue to predict disclosure when content utility is the main form of recognition. Therefore, we propose:
H2: Popularity has a significantly positive impact on users’ self-disclosure on hospitality and tourism SNSs.

Krasnova et al. (2010) define self-presentation as the intentional management of an individual’s impressions that they wish to communicate to others. Self-disclosure and self-presentation processes are important aspects of relational development in in-person communications (Chen & Marcus, 2012). Seidman (2013) explained that self-presentational behaviours are highly associated with self-disclosure. In addition, previous research suggests that self-presentation is one of the main determinants of users’ participation in SNSs (e.g., Boyd, 2007). Users of SNSs make themselves attractive and popular on SNSs by sharing their thoughts, views, and activities to participate in these forums (Shen et al., 2020). This implies that users’ self-presentation is a significant determinant of their self-disclosure (Liu et al., 2016; Zhang et al., 2019). While this relationship has been supported in lifestyle- and identity-driven platforms, we test it here in a utility-based setting where disclosure may serve more functional than aesthetic purposes. We examine whether users still engage in self-presentation even when the platform is oriented toward peer guidance rather than social validation. Therefore, we propose:
H3: Self-presentation has a significantly positive impact on users’ self-disclosure on hospitality and tourism SNSs.

SNSs facilitate social interactions where individuals can interact with others (Lin et al., 2020). Users’ ability to build these connections on SNSs is also called relationship building (Krasnova et al., 2010). In addition, users' ability to connect with others on SNSs is often based on their shared interests, which are part of the personal information that users usually disclose on these platforms (Nabity-Grover et al., 2020; Zhang et al., 2019). According to McKenna et al. (2002), the more individuals want to build relationships on SNSs, the more inclined they are to disclose their personal information, including their interests. This relationship was confirmed in the context of Chinese microblogging (Liu et al., 2016). However, travel SNSs typically support transient interactions and limited user bonding. Thus, while relationship building may be important in general platforms, we test whether it still motivates disclosure in a task-oriented and non-relational setting, where ties are weak and conversations short-lived. Thus, we propose:
H4: Relationship building has a significantly positive impact on users’ self-disclosure on hospitality and tourism SNSs.
Perceived Costs - Social Networking Sites Security, Privacy Risk, and Social Networking Sites Anonymity
Although perceived costs such as privacy risk and platform security have been studied in general SNS contexts, their role in tourism-focused platforms requires re-examination. Tourism SNSs involve episodic, experience-based disclosures often made to anonymous or unfamiliar audiences. This shifts the risk calculus for users: for example, disclosing one’s hotel location or trip dates may carry greater perceived threats than general lifestyle posts. Moreover, platforms like Qyer or Mafengwo increasingly integrate real-time features and identity verification mechanisms, which could alter user concerns around security and anonymity. Accordingly, we revisit these relationships in this high-stakes, semi-public environment.
When users perceive that SNSs have robust security features, they are more likely to self-disclose (Fogel & Nehmad, 2009). Perceived information security is an essential determinant of users’ online behaviour and self-disclosure. Furthermore, a sense of security is an essential determinant of people’s actions and information asymmetry (Park & Nicolau, 2015). The effect of website security policies on guests’ perceptions of hotels was examined by Lee et al. (2015), who reported that collecting data improves guests’ sense of security and promotes their willingness to share personal information in cases where websites provide guests with information about comprehensive internet security strategies. Additionally, security of SNSs was found to be a crucial factor governing the willingness of users to share their personal information on SNSs (Warner & Wang, 2019). In tourism SNSs, the type of information disclosed, i.e., trip routes, travel diaries, or timestamps, can have offline safety implications. Therefore, we test whether platform security remains a significant enabler of self-disclosure in this specific, utility-driven, and temporally sensitive context. Accordingly, we propose:
H5: Security of hospitality and tourism SNSs has a significantly positive impact on users’ self-disclosure.

Privacy risk is defined as individuals’ interests and abilities in controlling how data about them is handled. SNSs should have privacy protection since their users rely on them for communication, social interaction, and entertainment, and they must preserve both public and private information. As SNSs evolve, the active providers of these sites regularly change and refine privacy features (Koohikamali et al., 2017). User interactions on social media sites are recorded for possible use in data mining for commercial and other purposes (Müller et al., 2016). Some users deal with privacy issues by believing in their ability to manage the information they disclose on social media. However, many users of SNSs are increasingly concerned about the security of their personal information (Krasnova et al., 2012). In prior research, the perception of a privacy risk has been identified as a significant barrier to users’ information exposure on social media sites (Hajli & Lin, 2016). In the context of tourism and hospitality SNSs, the nature of disclosure often includes temporal and locational cues (e.g., “I’m currently staying at X hotel”), which heightens privacy concerns beyond typical SNS behavior. This makes it imperative to re-examine how privacy risk perception affects disclosure when users may not just fear data misuse, but personal exposure during ongoing travel. Hence, we propose:
H6: Privacy risk has a significantly negative impact on users’ self-disclosure on hospitality and tourism SNSs.

Anonymity allows people to hide or reveal information at their leisure; it is essential to govern personal data as a key feature of informational privacy. Anonymity has been a topic of dispute due to the advent of mass self-communication technology. Anonymity is a dynamic process of socio-material enactments (O’Leary & Murphy, 2019). Friends, family, coworkers, classmates, and others, widely described as peers, tend to form large and multiplexed reference groups via social media platforms (Kwon et al., 2014). Because this idea is strongly tied to human relations research on communication on the Internet, anonymity means that one cannot find out another’s identity or be identified by others. Human behaviour on social media is influenced by identity and visual anonymity. Self-disclosure to strangers is a common outcome of anonymity because individuals will reveal information to others when they feel unidentifiable and are unlikely to ever encounter the stranger again (Clark-Gordon et al., 2019). Previous research demonstrated that anonymous conditions afforded by SNSs and social apps increase disinhibited behaviour (Clark-Gordon et al., 2019). With an anonymous online identity, people may be more eager to share content and messages without worrying about the consequences of their activities (Chen et al., 2019). While anonymity has consistently been linked to greater self-disclosure, hospitality and tourism SNSs often allow optional pseudonyms, non-identifiable avatars, or partial identities. We test whether these affordances continue to foster disclosure when posts are public and contribute to a destination’s visibility, thus carrying potential reputational and social consequences even when names are hidden. Accordingly, we propose: 
H7: Perceived anonymity has a significantly positive impact on users’ self-disclosure on hospitality and tourism SNSs.
Conceptualizing Self-Disclosure on Hospitality & Tourism SNSs: A Self-Regulatory Perspective
In this study, self-disclosure is defined as the act of revealing personal travel-related experiences, reflections, preferences, or suggestions in public or semi-public hospitality and tourism SNS environments. While users may remain anonymous, repeated or detailed disclosures can signal identifiable patterns such as travel habits, lifestyle values, or destination preferences. Self-regulatory theory identifies two distinct self-regulatory orientations: promotion and prevention (Higgins, 1998). Individuals with a promotion focus orientation are driven by aspirations, growth, and the pursuit of their ideal selves, which leads them to approach positive outcomes (Yi et al., 2024). They are motivated by gains and achieving desirable states. In contrast, individuals with a prevention focus orientation are driven by safety, security, and the need to fulfill obligations, which leads them to avoid negative outcomes. They are motivated by responsibilities, ensuring stability, and avoiding losses (Choi & Zhou, 2023).
We suggest that self-regulatory theory can explain differences in how users perceive the benefits and costs of self-disclosure on tourism-related SNSs (Shao & Jeong, 2024; Tudiran, 2024). For instance, prevention-focused individuals might engage in minimal self-disclosure to protect themselves from perceived risks (Li et al., 2019). Conversely, guilt and a sense of obligation to share knowledge are primary drivers for promotion-focused individuals, encouraging them to seek connections and share information (Krishen et al., 2019).
Additionally, self-disclosure on SNSs often involves contexts where potential risks are prominent, such as privacy concerns and data security. In such scenarios, a promotion focus can help minimize perceived risks, as it encourages individuals to see the benefits of sharing (Gabisch & Milne, 2013). While existing studies are limited, some research indicates that individuals with different regulatory orientations (promotion vs. prevention) react distinctly to online self-disclosure. For example, those with a promotion focus may see the act of self-disclosure as an opportunity to enhance self-presentation and build relationships, prioritizing the perceived benefits (Noort et al., 2008; Gabisch & Milne, 2013). On the other hand, prevention-focused individuals are more likely to emphasize the costs associated with self-disclosure, such as privacy risks, because of their natural inclination to avoid negative consequences (Kirmani & Zhu, 2007; Noort et al., 2008).
Kirmani and Zhu (2007) further explain that individuals’ regulatory orientations shape their values and how they process information from service providers. This perspective suggests that promotion-focused individuals may prioritize aspects of self-disclosure that enhance their social image and connectivity. In contrast, prevention-focused individuals may prioritize safety, security, and data protection. For instance, safety and privacy are significant concerns for individuals with a prevention-oriented regulatory fit (Noort et al., 2008), making them more hesitant to disclose personal information online. Conversely, those with a promotion-oriented focus will likely see self-disclosure as a means to express themselves, establish connections, and derive positive social interactions (Kirmani & Zhu, 2007; Noort et al., 2008).
These motivations are especially relevant in hospitality and tourism SNSs where disclosure involves curated experiences that indirectly reflect one’s identity, values, or behavioral preferences, even when anonymity is preserved. Based on this understanding, we propose that promotion-focused individuals will be more inclined to focus on the perceived benefits of self-disclosure, driven by the desire for positive engagement and relationship building. In contrast, prevention-focused individuals will focus more on the perceived costs, as they seek to avoid potential risks. Accordingly, we propose:
H8: The impact of perceived benefits and perceived costs on users’ self-disclosure on hospitality and tourism SNSs will differ across users, competing for regulatory fits, such that (a) individuals who are promotion focused would focus more on the perceived benefits; and (b) individuals who are prevention focused would focus more on the perceived costs. 
Research Methodology
Study Context and Platform Selection
This study investigates self-disclosure behavior on two of China’s leading hospitality and tourism social networking sites (SNSs): Qyer.com and Mafengwo.cn. Chinese travelers widely use both platforms to share travel experiences, itineraries, photos, reviews, and destination-specific advice. Qyer.com (also known as “Go with Qyer”) hosts over 50 million users and is particularly popular among outbound travelers (Cai et al., 2020), while Mafengwo.cn attracts over 130 million users and focuses on trip planning and crowd-sourced content (Hua et al., 2021). These platforms offer rich environments for studying online self-disclosure due to their user-generated, experience-based nature.
Survey Instrument Development
A structured questionnaire was developed by adapting validated scales from prior research (See Appendix A). All items were measured using a 7-point Likert scale, except for the self-disclosure construct, which used a 5-point scale based on Zhang et al. (2019). Constructs measured included perceived benefits (e.g., reciprocity, popularity, self-presentation, relationship building), perceived costs (e.g., privacy risk, anonymity, platform security), and regulatory focus. The original questionnaire was developed in English, then translated into Chinese using back-translation (Brislin, 1986) to ensure linguistic equivalence. Prior to full distribution, a pilot test with 73 respondents was conducted to assess the reliability of all constructs. Composite reliability values exceeded 0.70 for all measures, confirming internal consistency.
Sampling and Data Collection
This study employed a self-selection sampling method targeting active users of two hospitality and tourism SNS platforms in China. We posted the survey link in 20 travel-related groups (10 on Qyer.com and 10 on Mafengwo.cn), reaching approximately 4,000 users. In terms of inclusion and exclusion criteria, participants were required to (i) be registered members of Qyer or Mafengwo, (ii) have posted at least one piece of travel-related content in the past 6 months, and (iii) be at least 18 years old. A qualifying question at the beginning of the survey screened for these criteria. While this approach enabled efficient access to relevant participants, we acknowledge that self-selection sampling may introduce potential bias, as those who choose to participate may differ systematically from non-participants. Ethical approval was obtained from the first author’s university prior to data collection.
After excluding 55 respondents who did not meet the inclusion criteria and 8 with incomplete responses, a total of 509 valid responses were retained for final analysis. A priori power analysis confirmed that this sample size was sufficient for PLS-SEM analysis. Among the 509 respondents, 62.8% identified as female and 37.2% as male. Most held bachelor’s degrees (56.4%) or master’s degrees and above (34.8%). Nearly half (48.1%) were married with children, while 41.1% were single. Participants represented various occupations, with 36.8% from the service industry. Income levels were almost evenly split, with 50.1% earning below RMB 5,000 monthly and 49.9% earning above. Most respondents (69.8%) had over 12 years of internet experience, and over half (58.2%) spent at least 30 minutes crafting each travel post.
Common Method Bias and Preliminary Analysis
Both procedural and statistical remedies were applied to mitigate and assess common method bias (CMB). Procedurally, we varied scale sources and incorporated short cover stories to reduce evaluation apprehension (Podsakoff et al., 2012). Statistically, Harman’s single-factor test revealed no dominant factor (first factor = 32.5% variance explained). Full variance inflation factor (FVIF) values were all below 3.3 (Kock, 2015), suggesting CMB was not a concern. Mardia’s coefficients indicated non-normality, justifying the use of PLS-SEM. Independent t-tests confirmed that non-response bias was not present.
Findings and Analysis
[bookmark: _Toc465965973]Assessment of Measurement Model
The study used partial least squares-structural equation modelling (PLS-SEM) using SmartPLS 3.0. to test the hypotheses. PLS-SEM is a comprehensive multivariate statistical analysis based on a measurement model and a structural model and is a popular tool for multivariate analysis. This method allows us to estimate a complex model with moderation and a combination of reflective and formative constructs (Ali et al., 2018; Hair et al., 2016). PLS-SEM afforded an opportunity to probe the interplay among variables to predict self-disclosure on hospitality and tourism SNSs. 
First, to determine model fit, the standardised root means square residual (SRMR) value was calculated and found to be 0.064, indicating that the proposed model was well-suited to the results (Ali et al., 2018). Moreover, the d ULS and d G values were 0.145 and 0.620, respectively, and the bootstrapped quantities were lower than 95%. Reliability of internal consistency, convergent validity, and discriminant validity was tested using composite reliability (CR). The results presented in Table 1 show that the threshold for these measures was above 0.708, which is the recommended threshold (Ali et al., 2018), and the average variance extracted (AVE) was above the 0.500 level. Therefore, the model was reliable and conformed to these results’ convergent validity criteria. Finally, the formative construct, i.e., self-disclosure, was validated. Table 1 shows that the item weights for items assessing self-disclosure are greater than 0.100 and are significant at the 0.100 level (t-statistics > 1.642 at 1% level of significance). Reliability was assessed using item correlations and variance inflation factor (VIF), as suggested by Kock (2015).

Table 1: Reliability and convergent validity of constructs
	Constructs
	Items
	Loadings/ Weights
	Composite Reliability/ T-Statistics
	AVE/VIF

	Reciprocity -Koranteng et al., (2020)
	Reciprocity1
	0.852
	0.888
	0.725

	
	Reciprocity2
	0.858
	
	

	
	Reciprocity3
	0.845
	
	

	Popularity - Lai and Yang (2015)
	Popularity1
	0.851
	0.921
	0.745

	
	Popularity2
	0.838
	
	

	
	Popularity3
	0.876
	
	

	
	Popularity4
	0.886
	
	

	Self-Presentation - Liu et al., (2016)
	Self_presentation1
	0.851
	0.892
	0.733

	
	Self_presentation2
	0.860
	
	

	
	Self_presentation3
	0.856
	
	

	Relationship Building - Liu et al., (2016)
	Relationship_Building1
	0.854
	0.905
	0.760

	
	Relationship_Building2
	0.876
	
	

	
	Relationship_Building3
	0.886
	
	

	SNS Security - Xu et al., (2013)
	Security1
	0.878
	0.876
	0.779

	
	Security2
	0.887
	
	

	Privacy Risk - Liu et al., (2016)
	Privacy1
	0.864
	0.903
	0.757

	
	Privacy2
	0.904
	
	

	
	Privacy3
	0.841
	
	

	SNS Anonymity - Xu et al., (2013)
	Anonymity1
	0.745
	0.827
	0.615

	
	Anonymity2
	0.793
	
	

	
	Anonymity3
	0.813
	
	

	Self-Disclosure on Hospitality and tourism SNS (Formative Construct)- Posey et al., (2010); Liu et al., (2016)
	Depth
	0.322
	6.276
	2.116

	
	Honesty
	0.151
	2.782
	1.660

	
	Intention
	0.167
	4.113
	1.535

	
	Valence
	0.104
	2.043
	2.067

	
	Amount
	0.322
	4.618
	2.990

	Note: We report factor loadings for reflective constructs and weights, t-value, and VIF for each item of the formative constructs.



[bookmark: _Toc465965974]The discriminant validity of the constructs was evaluated using the Fornell-Larcker criterion. The results revealed that all the square roots of the AVE (bold values in the diagonal) were greater than the correlations of the respective constructs. Moreover, as shown in Table 2, all Heterotrait-Monotrait Ratio of Correlations (HTMT) values were lower than the .90 threshold, satisfying the HTMT .90 condition and strengthening the satisfactory discriminant validity for all constructs (Henseler et al., 2015).

Table 2: Discriminant Validity
	F&L Criteria

	
	1
	2
	3
	4
	5
	6
	7

	Popularity (1)
	0.863
	
	
	
	
	
	

	Privacy Risk (2)
	0.443
	0.870
	
	
	
	
	

	Reciprocity (3)
	0.673
	0.334
	0.852
	
	
	
	

	Relationship Building (4)
	0.770
	0.365
	0.696
	0.872
	
	
	

	SNS Anonymity (5)
	0.577
	0.647
	0.502
	0.521
	0.784
	
	

	Security (6)
	0.610
	0.246
	0.687
	0.632
	0.522
	0.882
	

	Self-Presentation (7)
	0.697
	0.342
	0.692
	0.703
	0.489
	0.629
	0.856

	HTMT Criteria

	
	1
	2
	3
	4
	5
	6
	7

	Popularity (1)
	
	
	
	
	
	
	

	Privacy Risk (2)
	0.504
	
	
	
	
	
	

	Reciprocity (3)
	0.791
	0.402
	
	
	
	
	

	Relationship Building (4)
	0.847
	0.427
	0.840
	
	
	
	

	SNS Anonymity (5)
	0.732
	0.840
	0.667
	0.679
	
	
	

	Security (6)
	0.765
	0.310
	0.803
	0.813
	0.740
	
	

	Self-Presentation (7)
	0.815
	0.404
	0.848
	0.845
	0.646
	0.821
	



Assessment of Structural Model
The structural model was assessed once the overall measurement model was acceptable. Initially, all variance inflation factor (VIF) values were calculated and found under the threshold value of 3.3; hence, no multicollinearity issues were found in the structural model. Further, R2, path estimates, and corresponding t-values were calculated using a bootstrapping procedure with 5000 subsamples. All the determinants explain 72.7% of the self-disclosure in hospitality and tourism SNSs. As shown in Table 3, relationship building did not significantly affect self-disclosure (γ=0.066; Sig = 0.100), showing no support for H4. However, all the other determinants significantly influenced users’ self-disclosure on SNSs. While reciprocity, popularity, self-presentation, SNSs security, and SNSs anonymity positively influence users’ self-disclosure on SNSs, privacy risk has a negative influence. Overall, except for H4, all the other hypotheses were supported (Table 3; Figure 2).

Table 3: Structural model and hypothesis testing results

	Hypotheses
	Beta
	T Value
	CI
	P Values

	H1: Reciprocity -> SNS Disclosure
	0.145
	2.723
	[0.046:0.222]
	0.003

	H2: Popularity -> SNS Disclosure
	0.332
	3.395
	[0.176:0.499]
	0.000

	H3: Self-Presentation -> SNS Disclosure
	0.167
	3.146
	[0.079:0.255]
	0.001

	H4: Relationship Building -> SNS Disclosure
	0.066
	1.280
	[-0.024:0.147]
	0.100

	H5: SNS Security -> SNS Disclosure
	0.152
	2.991
	[0.068:0.234]
	0.001

	H6: Privacy Risk -> SNS Disclosure
	-0.110
	2.024
	[-0.182:0.067]
	0.041

	H7: SNS Anonymity -> SNS Disclosure
	0.166
	3.226
	[0.086:0.254]
	0.001



Multi-group Analysis
The final step of the analysis entailed examining the model across users’ regulatory focus, i.e., protection versus promotion focused goals, to understand the differences in terms of the impact of perceived benefits and costs on users’ self-disclosure in tourism-related SNSs. In our study, we conducted a multi-group analysis by categorizing participants into two groups based on their regulatory focus, using a 3-item scale adapted from Garrett et al. (2017). Respondents rated these items on a 5-point Likert scale, and their responses were used to classify them into two sub-samples. Participants who showed a stronger inclination toward avoiding negative aspects and minimizing risks were categorized as prevention-focused users (n = 204), while those who emphasized maximizing positive aspects and exploring benefits were classified as promotion-focused users (n = 305).
Following the guidelines provided by Henseler et al. (2016), permutation tests were used to assess measurement invariance and evaluate group differences. Configurational and compositional invariance were established. The third step (equality of means and variances) revealed that the model results differ significantly across the two regulatory focus groups. The path coefficients were then compared across groups using permutation-based p-values.
The results presented in Table 4 show that the effects of reciprocity (p = 0.045), popularity (p = 0.037), and relationship building (p = 0.012) on self-disclosure were significantly stronger for promotion-focused users than prevention-focused users. These differences suggest that promotion-focused users are more motivated by social and interpersonal benefits when deciding to disclose on tourism SNSs. Other paths (e.g., self-presentation, privacy risk, security, anonymity) showed varying effect sizes between groups, but the differences were not statistically significant (p > 0.05). These findings provide partial support for H8, confirming that regulatory focus moderates select relationships between perceived benefits/costs and self-disclosure.

Table 4: Multi-group analysis
	Hypothesis 
	Prevention Focus
	Promotion Focus
	
	

	
	Beta (Sig)
	Beta (Sig)
	Δβ
	p (Difference)

	Reciprocity -> SNS Disclosure
	0.103 (0.001)
	0.200 (0.003)
	0.097
	0.045

	Popularity -> SNS Disclosure
	0.334 (0.030)
	0.4210 (0.000)
	0.087
	0.037

	Self-Presentation -> SNS Disclosure
	0.167 (0.010)
	0.212 (0.001)
	0.045
	0.127

	Relationship Building -> SNS Disclosure
	- 0.008 (0.457)
	0.135 (0.044)
	0.143
	0.012

	SNS Security -> SNS Disclosure
	0.182 (0.006)
	0.119 (0.041)
	0.063
	0.061

	Privacy Risk -> SNS Disclosure
	-0.136 (0.037)
	- 0.085 (0.059)
	-0.051
	0.148

	SNS Anonymity -> SNS Disclosure
	0.187 (0.001)
	0.161 (0.022)
	0.026
	0.288
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Figure 2: Structural Model
Discussion
Given the importance of user-generated content on SNSs in motivating individuals to travel, this study examined the influences of self-disclosure on hospitality and tourism SNSs. Drawing on the SET and self-regulatory theories, this study proposed a comprehensive model including several benefits, i.e., reciprocity, popularity, self-presentation, relationship building, and several costs, i.e., SNSs security, privacy risk, and SNSs anonymity, as antecedents to self-disclosure on hospitality and tourism SNSs. In addition, our proposed model revealed the impact of users’ regulatory focus (i.e., promotion vs prevention) on the relationships between these factors and self-disclosure behaviour. 
The SET suggests that individuals exchange resources with one another in the expectation of receiving something in return (Huang et al., 2018; James et al., 2021). It also suggests that relationships between individuals are formed by assessing perceived costs and benefits (Lee, 2024). Our findings imply that users’ intention to self-disclose on hospitality and tourism SNSs depends on their perceptions of reciprocity of interaction among the members of these sites, in line with previous studies conducted in the context of online communities (Posey et al., 2010; Kim et al., 2018), conversational agents (Lee & Choi, 2017), and in computer-mediated communications (Kashian et al., 2017). This convergence reinforces the robustness of reciprocity as a driver of disclosure behavior across various digital environments.
We also found that popularity significantly impacts users’ self-disclosure behaviour. This implies that users’ intention to self-disclose on hospitality and tourism SNSs is subject to their perceptions of how well their popularity needs are met by interacting on these sites. Zywica and Danowski (2008) postulated that famous individuals on SNSs update their personal information frequently. Our findings corroborate this, reaffirming that visibility and reputation within online communities remain powerful motivators for sharing, even within niche, utilitarian platforms like tourism SNSs.
Our findings also indicated the significant positive impact of self-presentation on users’ self-disclosure behaviour. This shows that users’ intention to self-disclose on hospitality and tourism SNSs is subject to the impressions they wish to communicate to others on these sites (Proudfoot et al., 2018). Users of SNSs make themselves attractive and popular on these sites by sharing their thoughts, views, and activities to participate in these forums (Liu et al., 2016; Zhang et al., 2019; Shen et al., 2020; Choi et al., 2020). While this aligns with prior studies in general SNS contexts, our results extend this knowledge by confirming that impression management is also a central force in content-rich, goal-oriented tourism platforms, suggesting that users may seek to position themselves as savvy or credible travelers.
Surprisingly, our findings revealed that relationship building did not have a significant impact on self-disclosure in the context of hospitality and tourism SNSs. This result contrasts with previous studies on general SNSs, where building interpersonal relationships is often a primary motivation for disclosure (Lin et al., 2020; Mukherjee & Banerjee, 2019). Prior literature suggests that individuals disclosing personal information, including preferences, experiences, and interests, are often driven by the desire to establish or deepen social connections (Gibbs et al., 2006; McKenna et al., 2002). However, this relational motivation may be less relevant in the case of tourism-specific SNSs, where users are more goal-directed and focused on acquiring or sharing travel-related information rather than building long-term social relationships (Zhou et al., 2020). In other words, users on platforms like Qyer and Mafengwo may treat the SNS more as a functional tool than a relational space, valuing informational utility (e.g., tips, reviews, suggestions) over emotional or social bonding. This finding supports the idea that in niche experiential SNSs, self-disclosure may be instrumental and situational rather than driven by a desire for sustained interpersonal engagement. Future studies could explore whether this behavior reflects a broader shift in digital disclosure norms in vertical communities or is specific to travel-related contexts.
Our findings revealed that the perceived security of SNSs significantly and positively impacts users’ self-disclosure in the tourism context. When users believe a platform has robust security protocols in place, they are more inclined to disclose personal information (Fogel & Nehmad, 2009; Frye & Dornisch, 2010; Mesch, 2012). Similarly, perceived anonymity also enhances self-disclosure. When users feel in control of how much they reveal or conceal, they are more comfortable contributing personal experiences (Chen et al., 2019). In contrast, perceived privacy risk negatively affects self-disclosure, reaffirming that concerns over data misuse and lack of transparency deter user engagement (Barrett-Maitland et al., 2016; Warner & Wang, 2019). These findings are consistent with established work in digital risk and privacy literature; however, our study contributes new insights by validating them in the specific context of hospitality and tourism SNSs, where disclosure is often more experiential and episodic than transactional or social.
Crucially, our results show that regulatory focus shapes how these perceptions influence behavior. For prevention-focused individuals, the impacts of security, privacy risk, and anonymity on self-disclosure are stronger. These users are more risk-averse and sensitive to potential threats to their personal data. When such users perceive higher platform security or anonymity, their psychological concerns are mitigated, leading to more disclosure. Conversely, when privacy risks are perceived to be high, these users are significantly less likely to share. This aligns with the motivational orientation of prevention-focused individuals, who prioritize safety, responsibility, and the avoidance of loss. In contrast, for promotion-focused users, the relationship between privacy risk and self-disclosure is not significant. These users are more driven by potential gains such as recognition, reciprocity, or visibility, and may accept certain privacy risks as a trade-off for achieving those benefits. Their disclosure behavior is more influenced by benefit-seeking motives such as popularity and self-presentation, which showed stronger effects in this subgroup. These results are consistent with earlier theoretical arguments by Kirmani and Zhu (2007) and Noort et al. (2008), who posited that regulatory focus moderates users’ sensitivity to risk and reward in digital environments. However, our study advances this conversation by providing empirical evidence on how this plays out across specific motivations for disclosure, offering a more granular view of psychological fit in hospitality-oriented platforms.
These findings illuminate the interplay between psychological orientation and platform design. For platforms aiming to foster self-disclosure, especially from prevention-focused users, highlighting data protection policies, customizable privacy settings, and anonymous posting options could be critical. At the same time, platforms can appeal to promotion-focused users by emphasizing community recognition and the visibility of high-quality contributions. Taken together, our study not only confirms key dynamics known in the broader SNS literature but also demonstrates how they are reshaped in purpose-built, experience-driven social platforms. This adds depth to ongoing scholarly conversations about disclosure motivations, audience expectations, and context-specific platform affordances.
Theoretical Contributions
This study makes several important theoretical contributions to the literature on hospitality and tourism technology, user-generated content, and online behavior. First, we advance SET by applying it to a relatively underexplored context: hospitality and tourism SNSs, which are distinct from general social media platforms in their structure, intent, and audience. Most prior applications of SET in digital contexts examine bilateral exchanges or dyadic interactions. Our study extends the theory by showing that in episodic, peer-oriented, experience-sharing platforms, users still evaluate perceived benefits (e.g., popularity, reciprocity, self-presentation) and costs (e.g., privacy risk, security, anonymity) before choosing to self-disclose. This highlights that SET can be meaningfully applied to asymmetric, contribution-driven environments, where the return on disclosure is social or informational rather than relational.
Second, this research contributes to the information systems (IS) and psychology literature by integrating RFT into the study of online self-disclosure. We show that promotion- and prevention-focused users interpret the same stimuli differently — with promotion-focused users more responsive to social motivations (e.g., relationship building, popularity), and prevention-focused users more attuned to risk-reduction cues (e.g., security, privacy). This supports the role of motivational asymmetries in digital behavior and provides boundary conditions for how SET-based cost–benefit tradeoffs function depending on users' dispositional orientations. The moderation results offer a clearer understanding of for whom certain antecedents are most influential.
Third, our model contributes to self-disclosure theory in technology-enhanced travel by offering a composite view of disclosure as a multidimensional outcome (amount, depth, valence, honesty, intent) influenced by psychological and platform-level factors. This view goes beyond binary disclosure/no-disclosure models and aligns with how tourism SNSs function as both content-sharing and identity-shaping spaces. By testing this model on two tourism SNSs with large user bases in China, our findings also extend the cultural relevance of both SET and RFT in non-Western digital contexts.
Collectively, this study opens new avenues for theory-building on experiential SNSs, where disclosure is informational, public, and asynchronous, rather than relational or private. Future research can build on this framework by exploring additional moderators (e.g., cultural orientation, platform affordances) or by testing the model in domains such as wellness communities, product review sites, or creator platforms.
Practical Implications 
The findings of this study also provide several practical insights for designers, managers, and strategists operating hospitality and tourism SNSs. First, the results point to the importance of tailoring platform features to users' motivational orientations. For promotion-focused users, who are driven by visibility, social approval, and relational gains, platform managers should emphasize features that enhance self-presentation and recognition. These include gamified badges, reaction metrics (likes, shares, comments), and user spotlight sections. Incorporating feedback loops, such as showing how many people found a post useful, can also reinforce positive disclosure behavior among this group.
Second, prevention-focused users are more sensitive to privacy, anonymity, and control. To encourage this segment to self-disclose, platforms should prioritize trust-enhancing design features: customizable privacy settings, clear data use policies, anonymous posting options, and secure verification protocols. Labels indicating "verified traveler," “privacy protected,” or "anonymous contribution" can help this user group feel safer when sharing. Platforms should also minimize interface complexity for this group and avoid overwhelming them with prompts or exposure-based incentives.
Third, our findings indicate that not all perceived benefits influence all users equally. For instance, relationship building was a significant motivator only for promotion-focused users. This suggests that community-building strategies (e.g., forums, travel buddy groups, chatrooms) should be targeted toward socially oriented users, while content curation and personalization may be more appropriate for risk-averse ones. Hospitality and tourism platforms can leverage onboarding tools, AI-driven behavioral analysis, or short motivational profiling to segment users and tailor interactions accordingly.
Fourth, the moderated findings also have implications for platform policy and content moderation. Promotion-focused users may be more prone to oversharing or curating overly positive experiences, while prevention-focused users may underreport or avoid sensitive content. Moderators and AI systems should be calibrated to recognize these biases and ensure a balance in reviews and narratives, preserving authenticity without compromising user safety.
Finally, hospitality businesses that engage with these platforms (e.g., hotels, attractions) can design campaigns based on motivational segmentation. For promotion-focused travelers, campaigns can spotlight shareable moments, exclusive experiences, or storytelling contests. For prevention-focused travelers, assurance-based messaging (“Your privacy is protected,” “You control your story”) may be more effective in generating UGC and engagement.
Building on these insights, platform managers could also implement adaptive and privacy-conscious interface features that cater to both user types simultaneously. For example, dual-mode content submission tools could allow users to choose between a quick, anonymous tip or a full story mode with attribution and visuals, offering flexibility without compromising participation. Motivational profiling tools during onboarding or through passive behavioral cues could further enable the system to recommend disclosure formats, visibility settings, or social interactions based on user disposition. To enhance the disclosure confidence of prevention-focused users, platforms may incorporate visual privacy cues (e.g., “Data not shared externally”) or interactive indicators (e.g., “This post is private by default”) at the point of content creation. Additionally, gamifying safe behavior, such as customizing privacy settings or completing account security checkups, may increase the engagement of cautious users while reinforcing platform credibility.
Limitations and Future Research Suggestions
This study has several limitations that can be addressed in future research. First, data were collected from users of two major Chinese hospitality and tourism SNSs (Qyer and Mafengwo), both of which operate in Mandarin and reflect Chinese cultural norms regarding online sharing and privacy. As such, generalizability to other platforms or cultural contexts may be limited. We recommend that future studies replicate this model in Western or cross-cultural settings to assess the robustness of our findings. Second, we relied on a self-selection sampling method, which may introduce participation bias and limit the representativeness of the sample. Future studies could employ stratified or randomized designs to increase generalizability. Third, while our model focuses on the perceived benefits and costs of self-disclosure, future research could incorporate additional socio-psychological constructs such as social identity or emotional resonance to provide deeper explanatory power. Moreover, our cross-sectional design captures user perceptions at a single point in time. Future research could adopt longitudinal or time-lagged approaches to evaluate how disclosure behaviors and motivations evolve over time. Finally, while this study conceptualized self-disclosure as a general behavioral construct based on users’ subjective perceptions of costs and benefits, we recognize that different types of disclosed content (e.g., travel preferences vs. real-time location data) may carry varying levels of risk. Future research should explore how specific categories and timing of self-disclosure influence user engagement and platform behavior.
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